
Single Sign On. SAML extension for M 2. 
(Implemented by Sixto Martin)

The Setting panel contains different sections with fields that need to be filled.

Sections and fields contains a description that contains enought information to understand

what info need to be provided.

In order to access to the setting panel,  log in the
admin  instance  of  M2,   and  got  to  Stores  >
Configuration. At the Services tab, the "SAML SSO
for customers" link.

The extension support multi-sites, so if you access
to the setting panel of each store you will be able to
enable  SAML  on  it.  (Each  store  has  its  own
settings).

  

Once enabled the customer will see the login form modified, with the new “External customer” 
section. Notice that the title and the text of the button can be customized on the “Custom messages”
setting



Those are the sections of the SAML setting panel.







You will need to provide the Service Provider metadata to the Identity Provider administrator.
At the “status” section you will find the link to access a view where the metadata is showed
(see the source code on the browser to get the XML). It looks like:
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